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in law aplies only in situations of armed
e estab ished international legal principles including,
plicable, the principles of humanity, necessity, proportionality
and distinction that were noted in the 2015 report. The Group recognis
the need for further study on how and when these principles apply to the
use of ICTs by States”
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cyber operations that (may)
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cyber operations causing
indirect damage

‘ Cyber operations that result in a
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Data belonging to certain special
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Multiple views

4 categories with specific protection
O
Manipulating /deleting data
resulting in death, injury or
j physical damage

Do NOT result in death, injury or
physical damage (e.g., delete or
manipulate data)
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